	Course Schedule
	

	Week 1
	Course overview

Text:
Ch 1 – A Framework

Ch 1A – Examples of Security Problems

Ch 2 – Access Control and Site Security

Discussion of individual research papers

	Week 2
	Holiday



	Week 3
	Text:
Ch 3 – Review of TCP/IP Internetworking

Ch 4 – Attack Methods

	Week 4
	Text:
Ch 5 – Firewalls

Ch 6 – Host Security

	Week 5
	Exam
Text:
Ch 7 – The Elements of Cryptography
Ch 8 – Cryptographic Systems: SSL/TLS, VPNs, and Kerberos

	Week 6
	Text:
Ch 9 – Application Security: Electronic Commerce and E-Mail 

Presentation of individual papers

	Week 7
	Text:
Ch 10 – Incident and Disaster Response

Ch 11 – Managing the Security Function

Ch 12 – The Broader Perspective

	Week 8
	Exam 




